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6.X	Solution #X: N4 proxied via A-UPF
This solution addresses the Key Issue 1 and Key Issue 4 by connecting a UPF with no N4 with the anchor SMF (A-SMF) to the anchor UPF (A-UPF)

[bookmark: _Toc510875040][bookmark: _GoBack]6.X.2	Description of the solution
6.X.2.1	General
In many networks the RAN network which uses N3 interfaces is separate from the core network that uses N9 and N6. These are either in different domains or under different administrative control.  These scenarios are explained in key issues 1 and 4. 
The demarcation between these two networks from a transport perspective is the UPF that interworks between the N3 and N9 interfaces.  We therefore propose in this solution to involve only the UPF to connect the A-UPF and the UE on the target RAN through an I-UPF with no assistance from another SMF.  The A-SMF still performs the key functions of mobility and session management.  
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[bookmark: _Ref510878197]Figure 6.X.2-1 Chained UPF Architecture
In Figure 6.X.2-1, the N9 and N4’ interfaces are illustrated in red and are on one logical network, while the N3 interface in green is a separate network.  The UPF-5 performs and interconnecting function between these networks. 
This solution minimizes the impact on other NF’s when the UE moves to a region that has UPF’s that are not connected or managed by the A-SMF, an I-UPF needs to be inserted so that the SSC mode 1 PDN can maintain its IP address.  The A-SMF remains in control of all session management.    As such the AMF, NEF, PCF and other NF’s are not aware of the UE’s mobility and the downlink buffering is still performed in the A-SMF where session policy is installed.
6.X.2.2	Xn Handover
Initial session establishment is as per TS 23.502 [3].  The handover procedure where the target NR is not reachable from the UPF’s managed by the A-SMF is illustrated in the call flow below which is based on TS 23.502 [3] clause 4.9.1.2.3.
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Figure 6.X.2.2-1 Xn Handover with I-UPF insertion
1-3. As per TS 23.502 [3] clause 4.9.1.2.3. 
4. 	Includes the TAI of the target gNB which is then resolved to a set of UPFs.  
	The A-SMF performs UPF selection based on clause 6.3.3.3 of TS 23.501. There could be operator configuration or the SMF could discover applicable UPF from an NRF discovery if there are not suitable UPF’s known to the A-SMF 
5. 	In cases where the TAI is for a UPF that is associated with the A-SMF, the SMF queries the NRF for appropriate NRF. 
6. 	NRF returns the I-SMF for this UPF, along with capabilities.  .  It should be noted that as the SMF does not have visibility into the UPF’s load and capabilities, it is reliant on the NRF to provide this information.  In addition to the standard capabilities, this solution depends on the UPF supporting the N4’ interface.  In cases that the UPF does not support this capability, the A-SMF can fall back to using an I-SMF as described in Solution 6.X.  
7. 	Based on policy and the information returned or configured locally. the A-SMF can choose to use the I-UPF to continue with SSC mode 1. It provides the I-UPF information to the A-UPF.  
8.	A-UPF to Target UPF (intermediate): N4 Session Establishment Request (Target NG-RAN address, UL and DL tunnel identifiers).  
	As there is a IP connection between the A-UPF and I-UPF for N9 and the UPF are likely to be using a dynamic routing protocol or SDN capability to ensure reachability, information in N4’ could be passed using the routing protocol.  
9.	The I-UPF responds.  Target UPF (intermediate) to A-UPF: N4 Session Establishment Response (Target UPF address, Tunnel Identifiers for DL User Plane).  
10. The A-UPF responds to A-SMF: N4 Session Establishment Response (Target UPF address, Tunnel Identifiers for DL User Plane). 
11-12. In order to assist the reordering function in the Target NG-RAN, the PDU Session Anchor (A-UPF) sends one or more "end marker" packets for each N3 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
13.	A-SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (CN Tunnel Info)
	The A-SMF sends a Nsmf_PDUSession_UpdateSMContext response to the AMF. CN Tunnel Info includes UL tunnel identifiers and address of the new intermediate UPF.
14-15. Same as steps as defined in clause TS 23.502 [3] clause 4.9.1.2.2.

[bookmark: _Toc510875041]6.X.2.3	Network Triggered Service Request
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Figure 6.X.2.3-1 Network triggered Service Request with I-UPF
When the UE goes idle, the N3 interface is removed but the A-SMF may maintain the N9 interface between the A-UPF an I-UPF to expedite data path re-establishment. N9 may be removed if necessary.  The A-UPF is updated when the UE goes idle so although the N9 interface is established.
1-3. DL packet triggers a DDN to the A-SMF as shown in Step 2. 
4. 	The A-SMF responds with the Ack 
5.	The A-UPF may forward the downlink data packets towards the A-SMF. The advantage of the A-SMF handling the DDN and communicating directly with the AMF is that the following policy can be applied with no changes to the 5GC.
	If the Paging Policy Differentiation feature is supported by the A-SMF, the A-SMF determines the Paging Policy Indication based on the DSCP in TOS (IPv4) / TC (IPv6) value from the IP header of the received downlink data packet and identifies the corresponding QFI of the QoS Flow for the DL data packet.
6-7. As per steps 3a and 3b from clause 4.2.3.3 of TS 23.502 [3]. 
11. As per message 15 of clause 4.2.3.2 of TS 23.502 [3]. 
	A-SMF selects UPF using the same logic as described above.
12.	In cases where the TAI is for a UPF that is associated with the A-SMF, the SMF queries the NRF for appropriate NRF. 
13.  NRF returns the I-SMF for this UPF, along with capabilities.  .  It should be noted that as the SMF does not have visibility into the UPF’s load and capabilities, it is reliant on the NRF to provide this information.  In addition to the standard capabilities, this solution depends on the UPF supporting the N4’ interface.  In cases that the UPF does not support this capability, the A-SMF can fall back to using an I-SMF as described in Solution #5.  
14. SMF to A-UPF (PSA): N4 Session Modification Request (AN Tunnel Info, List of rejected QoS Flows, Conditionally I-UPF information).
	If a User Plane is to be setup or modified and after the modification there is no I-UPF, the SMF initiates a N4 Session Modification procedure to UPF (PSA) and provides AN Tunnel Info. The Downlink Data from the UPF (PSA) can now be forwarded to NG-RAN and UE.
	For QoS Flows in the List of rejected QoS Flows, the SMF shall instruct the UPF to remove the rules (e.g., Packet Detection Rules etc.) which are associated with the QoS Flows.
15.	[Conditional] A-UPF to new or existing intermediate UPF if I-UPF is present in previous message: N4’ Session Modification Request (AN Tunnel Info and List of accepted QFI(s)).
16.	[Conditional] I-UPF to A-UPF: N4’ Session Modification Response.
17.	[Conditional] A-UPF to SMF: N4 Session Modification Response.
18. SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response 

[bookmark: _Toc510875042]6.X.3	Impact of the solution to existing entities
SMF will be impacted as it needs the logic to include the I-UPF in the N4 message.  
The A-UPF and I-UPF need to support an N4’ interface which could be and extension to N4 or an alternative mechanism that takes advantage of the IP connectivity between UPF’s. . 
The NRF is enhanced to include the UPF and the support for N3 to N9 relay configured over N4’. 
The UPF is enhanced to include the N4’ interface. 
[bookmark: _Toc510875043]6.X.4	Evaluation of the solution
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